Macroscopic Internet Data Collection and Analysis

New Ideas

through Internet routing infrastructure

Autonomous Systems (AS) seen on a topology sample

* Internet routing geopolitical analysis and visualization

domain growth and routing dynamics

Codefed Infections
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* Use of NeTraMet passive monitors from several sites to track
DNS root and gtld nameserver performance on a daily basis

* Use of walrus hyperbolic 3D visualization tool to show traffic
anomalies such as high delays or the spread of the CodeRed worm

* Developed methodology for ranking the relative importance for

* Analysis results refute commonly held assumptions about Internet
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¢ Ability to track and visualize the spread of Internet worms, viruses, and other & S w £ 5 S T2 g £ 32 k= Sz
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- Comparisons between articulated routing policies and actual traffic flow HeoAs =
- Calculus for analysis of IP-level topology & inter-domain (BGP) routing _ _ _ _ _ _ _ _ _ _ _
- Methodology for identifying critical infrastructure hot-spots, exchange points, Apr Jul Dee Jut Dee Jul Dec Jul
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and other topologically ‘central’ locations.
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