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Deploy additional skitter, CoralReef, and NeTraMet monitors

Build prototype model of peering points

Publish macroscopic topology data (Internet Topology Data
Kit)

Develop methodology for identifying critical infrastructure hot-
spots, exchange points, and other central resource locations

Develop prototype hyperbolic viewer that can handle a million
nodes  or more

Make data analysis publicly available (passive, workload,
routing) on website

Establish macroscopic topology archive  for community access to
data

Expand/refine formatting and size/type of data in response
to community feedback

Integrate visualization tools with routing tables in real
time, visualize difference

Complete analysis and visualization  of Internet core
using continuously gathered skitter data

Refine methodology for identifying 'core' Internet nodes,
prefixes, Autonomous Systems, or geographic regions
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• U
se of w

alrus hyperbolic 3D
 visualization tool to show

 traffic
anom

alies such as high delays or the spread of the C
odeR

ed w
orm

through Internet routing infrastructure

• D
eveloped m

ethodology for ranking the relative im
portance for

A
utonom

ous System
s (A

S) seen on a topology sam
ple

• Internet routing geopolitical analysis and visualization
• A

nalysis results refute com
m

only held assum
ptions about Internet

dom
ain grow

th and routing dynam
ics

• U
se of N

eT
raM

et passive m
onitors from

 several sites to track
D

N
S root and gtld nam

eserver perform
ance on a daily basis

Im
pact

•   A
bility to track and visualize the spread of Internet w

orm
s, viruses, and other

denial of service (D
oS) attacks.

•   U
niquely positioned to provide D

A
R

PA
 and the research com

m
unity w

ith
highly relevant real-w

orld Internet data sets, including active topology
m

easurem
ents from

 21 sources to over a m
illion destinations, and passive trace data

for evolving w
orkload characterization of an O

C
48 link at a m

ajor exchange point.
•   C

ustom
ized C

oralR
eef passive m

onitoring tools for use by D
oD

 for both
operational and m

ilitary/battlefield sim
ulation use..

•   C
ollection of path specific global m

easurem
ent data useful in analyses relevant

to the com
m

ercial Internet as w
ell as to operations of a D

O
D

 netw
ork. For exam

ple:
     - C

om
parisons betw

een articulated routing policies and actual traffic flow
     - C

alculus for analysis of IP-level topology &
 inter-dom

ain (B
G

P) routing
     - M

ethodology for identifying critical infrastructure hot-spots, exchange points,
       and other topologically ‘central’ locations.

V
isualization of hosts infected by C

odeR
ed w

orm
 on  July 19, 2001.
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