Macroscopic Internet Data Collection and Analysis

ﬁ—f}j} New Ideas

* Devised a methodology for simulating the Domain Name System
: in order to test different caching DNS nameserver implementations.
’-f-a;w * Used binary auto-correlation algorithm to discover periodic
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Updates per minue at authoritative RFCI‘?VXP;%A s:‘c:cr, by registry ! 00 t nameservers.

12-05.28,23:51.. Tue 06-04, 20:5.

* Refined Internet routing geopolitical analysis and visualization,
especially for exchange (IX) and peering points.

* Enhanced automated analysis of DNS root, gTLD, and ccTLD
nameserver performance using NeTraMet passive monitors.

Summary of the types of queries received on Oct. 4, 2002
by a Domain Name System (DNS) root server in California

#updates per minute
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